
 

Gateway Network Governance Body Ltd – Supporting the superannuation system through good governance 

Role Description: GNGB Chief Information Security Manager   

Background 

The purpose of the Gateway Network Governance Body (GNGB) is to ensure security, integrity and efficiency of the 
Superannuation Transaction Network (STN) ensuring ongoing availability and sustainability of the data 
infrastructure supporting the superannuation system, in a way that manages the interests and priorities of our 
various stakeholders. Operational responsibilities of the GNGB are the accountability of the Chief Executive Officer, 
and it is the role of the Information Security Manager to deliver on the information security objectives of GNGB’s 
governance framework. 

Role Description 

We are seeking a dynamic and experienced individual to join our team in a key role that requires a unique 
combination of big-picture thinking and meticulous attention to detail. As a vital member of our organization, you 
will be expected to not only grasp the overarching goals and objectives but also dive into the intricacies of the 
tasks at hand. The role is being offered as a full-time role on a hybrid basis. GNGB will consider applicants from any 
location in Australia. 

The role is responsible for delivering on the Information Security objectives of GNGB including, but not limited to: 

• Providing advice to GNGB Board, Security Committee and CEO on the STN governance framework and 

conformance activities in relation to participants within the network 

• Generation of risk profile analysis that provides insights for key decision making  

• Establishment and maintenance of the STN information security strategy  

• Information security governance frameworks review and maintenance  

• Review and remediation of participant assurance and assessment activities  

• Network incident response plans continuous development and testing  

• Driving and further developing security information sharing initiatives 

• Input into and co development of end to end resilience frameworks  

• Site visits with STN participants to understand practices and procedures in relation to the STN 

• Coordination of regular information and education forums for member discussions and idea sharing 

• Driving continuous improvement projects forward by taking a hands-on approach while keeping an eye on 

the broader scope 

• Engaging with a diverse range of stakeholders to influence outcomes and build strong relationships 

 

Required qualifications and skills 

• proven experience in a role that demands a high level of strategic thinking and operational involvement 

• 5 – 10 years experience in a similar role and/or adjacent technology based roles in complex corporate 

technology environments 

• familiarity with information security frameworks including but not limited to, the Government’s 

Information Security Manual (ISM) and ISO27001 

• experience with information security risk management processes, frameworks, risk analysis and reporting 

• knowledge of and experience with incident response plans practices and processes  

• familiarity with the Australian Superannuation environment, Gateway Operations, EBMS3.0 networks, the 

Superannuation Transaction Network is desired but not essential 

• strong organizational abilities with a keen eye for detail and a proactive mindset. 
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• effective and consultative communication and interpersonal skills to effectively engage with different 

stakeholder groups 

• demonstrated ability to lead and influence others towards a common goal. 

• a track record of successfully managing multifaceted projects to completion 

The Information Security Manager is expected to maintain the following, at all times: 

• ability to work autonomously and with a small team 

• have a can-do attitude and bring your own ideas and inspiration for continuous improvement  

• prioritise accountability and transparency in words and actions 

• a clear understanding and belief in GNGB’s purpose  

• a high level of personal integrity in dealing with GNGB interests 


